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EnergyCAP,	Inc.	(“ECI”)	utilizes	some	of	the	most	advanced	technology	for	Internet	
security	available	today.	When	you	access	our	site	using	industry	standard	Secure	
Socket	Layer	(SSL)	technology,	your	information	is	protected	using	both	server	
authentication	and	data	encryption,	ensuring	that	your	data	is	safe,	secure,	and	
available	only	to	registered	Users	in	your	organization.		

Each	EnergyCAP	software	(“EnergyCAP”)	User	in	your	organization	should	receive	a	
unique	user	name	and	password	that	must	be	entered	each	time	a	User	logs	on.	
EnergyCAP	issues	a	session	"token"	for	each	authenticated	User	for	the	duration	of	a	
specific	session.	The	token	will	expire	after	a	configurable	period	of	inactivity,	requiring	
the	User	to	log	in	again.	The	token	does	not	include	either	the	username	or	password	of	
the	user.	

In	addition,	EnergyCAP	is	hosted	in	a	world-class	secure	server	environment	with	both	
SAS-70	Type	II	and	PCI-DSS	certification.	The	latest	firewall	and	other	advanced	
technology	are	used	to	prevent	interference	or	access	from	outside	intruders.	
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